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Introduction

This Rail Safety Investigation Code of Practice has been produced to define industry "good
practice" for anyone in the Australian rail industry who is involved in, or likely to be involved in,
the investigation of rail safety occurrences. It also provides guidance in the application of the
code and a suite of tools to assist investigators.

The aim of the code is to establish a consistent approach to the collection and analysis of
investigation data. It builds on the best practices already used by various organisations in the
industry and promotes a ‘just culture’ approach for all investigations. No matter which rail
organisation is involved or where the occurrence took place, the code provides a simple,
standard method of investigation.

What's in the code?

This code is presented in four sections:

Section 1

Background to the Code of Practice — describes the sources of this Code of Practice, including
the requirements of Australian Standard 4292 Part 7: Railway Safety Investigation (AS 4292.7)".
It also describes the theoretical framework behind the code. Anyone who could be responsible
for managing a rail safety investigation, or for implementing safety management policies and
procedures in general, should read this section.

Section 2

Overall process for investigating rail safety occurrences — describes the investigation process
and how the code works in practice throughout an investigation. It contains an overview of the
investigation process. Anyone involved in, or likely to be involved in, a rail safety investigation,
should be familiar with the contents of Section 2.

Section 3

Organising and analysing data — provides guidelines and examples for organising and analysing
the data collected during an investigation. It describes how to learn from occurrences and build
systems to sort the material derived from an investigation in a logical and sequential way. It
provides case studies and further reading for investigators, senior managers, safety managers
and others with an interest in minimising risk and implementing safety principles within an
organisation.

Section 4

The investigation report — provides guidelines for developing an investigation report. It also
includes guidelines for managers reviewing a report and following up any safety actions
resulting from it.

! Standards Australia (2006). Australian Standard™ Railway safety management Part 7: Railway safety investigation (AS 4292.7—
2006).
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	What’s in the code?
	1 Background to the Code of Practice
	 Responsible authorities;
	 Senior managers;
	 Safety managers; and
	 Investigators.
	 comply with the intent of the provisions and principles of the prevailing rail safety standards;
	 respond in a structured, systematic and consistent manner to rail safety occurrences; and
	 focus on the systemic contributors to the occurrences using investigative tools and methods especially designed for systemic investigations.
	 A ‘systems’ approach to investigation;
	 The adoption of a ‘just culture’ philosophy;
	 A commitment to ‘learning from failure’;
	 The adoption of a structured, systematic and iterative process for gathering and analysing data;
	 Development of non-prescriptive recommendations; and
	 Management commitment to fair and independent investigation.
	 Active failures are failures made by operational staff.  They are the final failures before the occurrence, and are thus generally more obvious and easier to identify.
	 Latent failures are system (organisational) failures created by the activities of people such as executives, designers, managers and maintenance staff 12,13F ,14F ,15F .  These failures are considered to be latent because the consequences of the fai...
	 a 'just culture', and
	 a commitment to learning.
	2  Investigating rail safety occurrences
	 Activating emergency response procedures;
	 Making the site safe;
	 Attending to injured personnel; and
	 Notifying the relevant authorities.
	 Preserve any information or evidence that may be valuable for an investigation, especially any ‘perishable’ evidence. It should be appreciated that perishable evidence is not necessarily confined to the incident site and may include remote electroni...
	 Isolate all elements of the scene that may help with the investigation, co-operating with any other agency investigators who may be on site.  That is, isolate any evidence that may be moved or changed or may simply disappear if not preserved or reco...
	 Ensure an authorised person conducts drug and alcohol testing as soon as practicable after the occurrence.  This too must be considered ‘perishable evidence’.
	 Gather names and contact details of persons that the investigation may want to interview at a later stage. This may be difficult to establish at a later date.
	 What happened, and what were the actual consequences?
	 What could have happened?  What would have been the consequences?
	 What is the potential for the occurrence to happen again?
	 What potential consequences could there be in the future?
	 Adequate human and financial resources for the investigation;
	 Appropriate equipment, and
	 As far as practicable, within the constraints of relevant Privacy and Safety legislation, unrestricted access to the data, sites and people required for the investigation.
	 Ensuring that the Scope of the Investigation is delivered;
	 Helping identify and appoint team members, in particular, obtaining the services of specialist advisers as required.  Their level of involvement is at the discretion of the Lead Investigator;
	 Directing the investigation;
	 Scheduling and co-ordinating investigation activities and resources;
	 Communicating with stakeholders and external parties as required;
	 Supervising the preparation of the investigation report;
	 Briefing management on the team’s findings; and
	 Presenting the report to management.
	 Collecting data facts and evidence, including interviews if required;
	 Establishing the sequence of events leading up to the occurrence;
	 Analysing and integrating available information;
	 Developing findings and conclusions;
	 Deciding the significance of findings; and
	 Drafting allocated sections of the Investigation Report.
	 Freedom to operate. Conduct the investigation in an autonomous manner and without interference.
	 Organisational independence. Be as independent of the organisation directly involved as is necessary for an impartial analysis.
	 Freedom of access.  Be free to obtain evidence, including data and documentation, and to access the site and facilities related to the incident as often as necessary.
	 The general authority and obligations of the investigator in respect of the procedures and conduct of the investigation, and the publication of reports;
	 The confidentiality of evidence provided by witnesses and the protection of witnesses from legal proceedings;
	 The security of documents; and
	 The rights of persons being interviewed as witnesses and the need to inform such persons of those rights.
	 Be able to manage the investigation and the people involved and to meet time constraints;
	 Be trained in systemic investigations and the associated analysis tools;
	 Ideally have previous experience in investigations of similar scale (but not necessarily as the Lead Investigator);
	 Have experience or demonstrated ability to manage an investigation team;
	 Have the ability and skills to liaise effectively between senior management and the investigation team; and
	 Ideally be independent of the areas or functions under investigation
	 Applied knowledge and experience in the conduct of a systemic investigation and associated tools and techniques.
	 Analytical skills in general, including the ability to distil information across a variety of disciplines.
	 Negotiation and influencing skills – in particular, the ability (for joint investigations) to resolve differences between investigation teams and interpretations and reach consensus.
	 Communication skills in general, including interviewing skills and the ability to prepare concise, complete and effective reports.
	 Ability to assess particular circumstances and recognise the point where diminishing returns make further investigative work impractical or no longer worthwhile.
	 Enough technical knowledge of an occurrence’s operations and safety systems to at least recognise effective sources of information and technical advice, and preferably help direct the technical components of the investigation.
	 Willing and able to devote the time required to the investigation, unless appointed as an adviser;
	 An open and logical mind, capable of being thorough, organising data, maintaining perspective, and overcoming preconceptions and biases;
	 Integrity.  This means being resistant to influences that might distort the objective use of information or bias the investigation.  Fact-finding requires truthful investigation and disclosures.  Distorted data gathering leads to fault-finding and b...
	 Deductive thinking. The ability to derive logical conclusions by breaking complex problems down to smaller parts, and using credible data to develop a solution; and
	 Tact and patience.  The ability to investigate systemic contributors in an environment where people may be unwilling or reticent to reveal any self-critical information.
	 Anyone with direct supervisory control over any aspect of the occurrence site; and
	 Anyone with supervisory control over other team member/s.
	 It is important to assemble the investigation team as quickly as possible, to ensure perishable evidence is viewed/collected.  If possible, more than one person should conduct the initial site investigation.  Appoint an interim team to do this if ot...
	 Try to select team members from departments or businesses that were not involved in the occurrence.
	 Consider the need for representation by other stakeholders, such as workforce, union or specialists.
	 If specialist advice is required for only a part of the investigation, appoint relevant consultants/specialists as ‘advisers’.
	  Obtain legal advice where required to assist the investigation.
	 Select a suitable secure room to be used as the investigation team headquarters;
	 Obtain the services of an administrative assistant;
	 Obtain copies of any written statements or records of interview (by the organisation and external authorities) that may have been requested of individuals at the occurrence scene;
	 Arrange to interview participants, witnesses, management staff, support staff or anyone who may have useful information;
	 Obtain maps, diagrams, site surveys and photographs that may be helpful to the investigation;
	 Brainstorm the scope of the investigation;
	 Outline a plan of action and allocate tasks;
	 Identify any additional specialists required to assist in the investigation;
	 Set up control and recording procedures for gathered evidence;
	 Select a date to start preparing the occurrence report;
	 Minute the meeting; and
	 Set the date, time and place for the next meeting.
	 The types of tasks and activities being undertaken just prior to the occurrence.
	 The location of key personnel and their actions prior to the occurrence.
	 The position and status of all rail or road vehicles and mobile equipment prior to the occurrence.
	 The status of all protection systems and equipment prior to the occurrence
	 Variations from instructions or safe work systems.
	 Workplace conditions.
	 Any materials in use or being handled.
	 The type and condition of vehicles or equipment in use.
	 The state of the system and the actions that happened at the time of the occurrence.
	 The persons directly involved, and those involved at a distance.
	 Communications including data communications related to the occurrence.
	 The tools, equipment, vehicles, materials and fixtures directly involved, their capabilities and any failures.
	 The time, exact location and extent of the occurrence.
	 The injuries or damage directly resulting from the occurrence.
	 The events leading to consequential injury or damage.
	 The persons involved, including those rendering aid.
	 All communication related to the identification, notification and response to the occurrence.
	 Any actions taken by persons for the purpose of site protection or rescue which may have changed the status of controls, protections or equipment indications immediately preceding the occurrence.
	 Any problems in dealing with the injuries or damage such as no method for releasing a trapped person, a faulty extinguisher, isolation switch difficult to locate and similar specifics.
	 Illumination, visibility and noise levels at the site;
	 State of housekeeping at the site;
	 Condition of the infrastructure, facility, vehicles and equipment;
	 The weather conditions;
	 The workplace conditions; and
	 Presence of toxic or hazardous substances such as gas, dust or fumes.
	 CCTV footage, recorders, data loggers etc.;
	 Position of all equipment in relation to other equipment, including the position of valves, switches, controls etc.;
	 Condition and alignment of load-bearing or contacting surfaces;
	 Materials being used;
	 Position of appropriate guards;
	 Damage or repairs to equipment;
	 Accessibility and evidence of congestion;
	 Equipment functioning and recent maintenance;
	 Presence, type and identification of hazardous substances;
	 Personal protective equipment (PPE) in use;
	 Witness marks (gouges, scratches, smears, discolouration, burns etc.);
	 Evidence of safety equipment failures;
	 Evidence of loss of containment;
	 Evidence of excessive force; and
	 Presence or absence of warning signs or barriers.
	 Positions of injured workers;
	 Presence and location of witnesses; and
	 Presence of unauthorised personnel.
	 Permanently record fractures, dents, scratches, instrument readings or perishable evidence such as skid marks;
	 Be used to compare before to after, correct to incorrect and damaged to undamaged situations; and
	 Show eye-witness views of the occurrence.
	 An overall view of the occurrence site (wreckage) taken from a minimum of four directions.  Recommendation - eight photographs taken at 45-degree angles;
	 A view of the path of the equipment from point of initial and major impact to the place where it came to rest.  Impact marks are vulnerable to rain and traffic; therefore, a photographic record of this type of evidence should be obtained;
	 Aerial views of the occurrence scene (equipment and weather permitting);
	 Photographs of objects struck by the equipment;
	 Larger portions of the equipment wreckage;
	 Detailed photographs of suspected failed parts that may have contributed to the occurrence;
	 Photographs of failed personal protective clothing and equipment and the agents causing the failure or injuries;
	 Photographs and measures of skid marks, ground scars and so forth; and
	 Anything deemed of interest to the investigation team.
	 Label the evidence clearly.
	 Document the location, position and condition of the evidence prior to removing it.
	 Provide witnesses with the opportunity to recount their stories prior to evidence being removed.
	 For higher level investigations where evidence is likely to be disputed or otherwise formally scrutinised, a formalised chain of evidence and controlled sealing process might be required to guarantee the integrity of the physical evidence.
	 Where the significance of items as evidence are not yet known, it may be appropriate to direct the owner of that equipment or vehicle to store and quarantine it from further use or repair until further detailed examination or its involvement is abso...
	 Remove evidence (if you can help it) until the site has been thoroughly examined and recording is complete.
	 Alter or destroy evidence during the removal process.
	 Remove evidence that is not required for further analysis.  Evidence has to be transported from the site, stored and returned to the owner after the investigation.  Unless the evidence is required for further examination, a photographic record is of...
	 Work records;
	 Operational plans and records;
	 Management system documents;
	 Reports on/details of previous similar occurrences;
	 Organisational policies and procedures;
	 Risk and hazard registers and associated documents;
	 Communication materials such as letters, bulletins, staff briefing notes and emails;
	 Reports by internal and external consultants;
	 Business requirements, standards and specification documents;
	 Applicable regulations;
	 Training, medical and work history records;
	 Applicable procedures, work instructions, equipment manuals and maintenance records;
	 Occurrence reports and audit reports; and
	 Material Safety Data Sheets (MSDS).
	 Pre-occurrence photographs – If available, these photographs may be compared with post-occurrence photographs to help determine what occurred.  Staged photographs of the occurrence may be taken at a later time if they will help clarify the final rep...
	 Diagrams and sketches - These may be used as substitutes for photographs and can be especially useful when it is necessary to illustrate movements (e.g., personnel location or vehicle movements before and during an occurrence).  Record directions, d...
	 Maps - These show the relative locations of buildings and events.  Maps should be used for plotting the location of personnel who are injured or have become ill as a result of a hazardous material release.  This empirical ‘time and place’ informatio...
	 Is there evidence of management leadership and commitment to safety, quality and productivity performance?  This may be in the form of communication regarding their attitudes and provision of adequate resources.
	 Is there evidence of clear lines of accountability and responsibility for ensuring the safety and effectiveness of work processes and activities?
	 Does the RTO have in place monitoring systems to check for compliance with defined controls?
	 Do staff (including senior staff) possess the knowledge, skills and competencies they require to perform safely and effectively in their roles?
	 Is there evidence of formal and operational feedback systems for continuous improvement, and to communicate safety and other issues?
	 Is there evidence of formal risk management and hazard assessment processes that involve staff and that are used to prioritise requirements, and direct the development and implementation of controls for work activities?
	 Is there evidence that work was performed within and/or in accordance with the specified controls?
	 Were there any influences from external organisations including: design, manufacturing, maintenance, and regulatory organisations.
	 Examine the work procedures and the scheduling of the work to ascertain whether they contributed to the occurrence; and
	 Examine the availability, suitability, use and supervisory requirements of standard operating procedures or work instructions.  Be sure to identify and document the way the activity actually occurred at the time of the occurrence (as opposed to the ...
	 What procedure/s was/were used?
	 Was the procedure for the process based on an analysis of the hazards?
	 Had conditions changed that would have affected the way the normal procedure worked?
	 What tools and materials were available? Were they used?
	 How did the safety devices work?
	 What lockout or isolation procedures were used?
	 Who did what, when, where, how and why?
	 What specific behaviour/s increased or mitigated the likelihood of undesired outcomes?
	 What behaviour/s are required to achieve a safe outcome within the operational context?
	 What barriers, incentives or limitations influence the performance of safe or compliant behavior.
	 What experience in the task did those involved in the occurrence have?
	 What training they had received?
	 Do they have any physical or other limitations that may have affected the way they conducted the task?
	 What was the status of their health and fitness at the time of the occurrence including fatigue and the possible presence of drugs or alcohol?
	 Details of their recent rosters, leave and any changes to their work activity or work location?
	 Were there any stress or time pressures (work or personal) that may have affected them at the time of the occurrence?
	 Individuals directly involved in the occurrence;
	 Supervisory personnel;
	 Personnel at the scene;
	 Management;
	 Emergency Services personnel;
	 Safety personnel; and
	 Subject-matter experts.
	3 Organising and analysing the data
	 facts;
	 erroneous information; and
	 opinions
	 Often the interviewee’s language is a guide to whether he/she is describing facts or simply offering opinions.  Look out for any terms that imply blame, even subtly (for example, ‘the driver didn’t see the hazard on the tracks’). Is this an assumpti...
	 Opinions can help an investigator form a hypothesis, but always need to be tested and discarded if the opinion is not supported by facts.  On the other hand, never let someone’s opinion lead your investigation or interpretation of the facts.
	 Be aware of your own tendencies to form an opinion.  As you begin to form a picture of ‘what really happened’, think in terms of a hypothesis – a theory that must be tested and supported by evidence.
	 Beware of drawing conclusions from ‘circumstantial’ evidence.  For example, a trespasser was seen in the area before the event, and must have vandalised the track.  What seems logical to you (or to a witness) may just be an opinion.
	 Categorise information, plot relationships between conditions and events, and plot your data into a logical path;
	 Sort and resolve conflicting information and prevent inaccurate conclusions;
	 Provide a visual representation of your collected data (and the investigative process) that you can show to management.  A good diagram will serve to communicate the occurrence more clearly than pages of text, and ensure more accurate interpretation...
	 Ensure the team has a shared mental picture of the events.
	 Investigators can check the conclusions with the facts uncovered; and
	 Safety actions can be evaluated against the events and contributing factors identified in the diagrams.
	 Events should have a time of occurrence.
	 Events should be quantified where possible.
	 Events should be based on valid evidence.
	 Events should range from the start to the end of the occurrence chain.
	 Each event should derive from the preceding event.
	 Identify the earlier events or conditions that were necessary for the occurrence to happen.  These are known as contributing factors;
	 Trace each contributing factor back in a similar way, identifying further contributing factors.  The process of tracing back can be continued for each chain of events to a point where it is considered to be outside the control or prevailing influenc...
	 Validate all contributing factors, enabling investigators to view them in one glance.  If a factor can be removed without affecting the outcome, it cannot be considered a contributing factor.
	 Management usually has greater subject-matter expertise; and
	 The solution may require a detailed risk assessment to ensure the investigator’s recommendations do not have unexpected impacts on other areas of the organisation (for example, increasing risks in other areas or leading to other losses).
	4  The investigation report
	 The report should be factual, concise and conclusive;
	 Interpretations of findings should be based on the facts as identified during the investigation;
	 Assessment of the occurrence should be based on the analysis of the facts, events and conditions that are the major contributing factors to the occurrence;
	 Findings should where possible be aligned and related to each organisations safety management system to best facilitate the correction of weaknesses and reduce the likelihood of reoccurrence.
	 The report should be readable as a stand-alone document - references to other documents not open to inspection by the report audience -- should be avoided;
	 Strict document control procedures should be in place and previous drafts of the report should be destroyed; and
	 Reference to all documents and records relevant to the occurrence should be established.
	 Level 1/2 Report - A fully detailed report produced as specified in the organisations safety management system.
	 Level 3 Report - A factual report including analysis where appropriate, produced in accordance with the applicable principles of this code.
	 Level 4 (notification only) - A short factual (usually pro-forma) reporting other than the initial occurrence notification will not normally be required.  Organisations may only require the recorded occurrence detail to be included in summaries for ...
	 Do not start at the start - usually it is best to begin with the ‘Factual Details’ section, as this records the facts of the occurrence.  Once the ‘facts’ are written down, you can build the rest of the report.
	 Often it makes sense to document your Analysis and Conclusions sections next, as these sections document your analysis of the facts.  If you require further thought before you document these sections, you might document your record of investigations...
	 Document all your investigation data in the Record of Investigations and Enquiries section, as per the instructions in the template.
	 Write the Safety Actions sections next.
	 Now you have everything you need for the Executive Summary, which should be a brief overview of what happened and should conclude with a summary of your recommended Safety Actions.
	 Finally, write or add your reference material and the Appendices sections.
	 All safety actions are supported by the analysis and facts;
	 All safety actions are Specific, Measurable, Achievable, Relevant and Time-Bound (SMART);
	 All safety actions are related to the organisations safety management systems and risk register to facilitate further risk assessment to ensure that they do not have a negative impact on safety or other parts of the system;
	 All safety actions make a positive contribution to the system in risk reduction or recurrence prevention.
	 Compliance audit;
	 Independent audit;
	 Systems audit
	 Committee review;
	 Key performance indicators and data trending;
	 Post-implementation risk assessment; or
	 Ongoing monitoring.
	5 Investigation Tools
	 A clear statement of the need to preserve evidence at the site of an occurrence, even in the face of conflicting requirements to restore services;
	 A statement of who is responsible for the preservation of evidence;
	 The procedure for appointing a site controller with the authority to preserve evidence in addition to his/her other authorities;
	 Definitions of ‘perishable evidence’ and procedures for preserving perishable evidence at the site of an occurrence;
	 Instructions for collecting, recording, protecting and storing evidence;
	 Requirements and procedures for ongoing security of the site and other sites where evidence may be stored; and
	 Guidelines for the ongoing relationship between a site controller and an investigator.



